[ Website Policies: https://bharatskills.gov.in ]

Privacy Policy

We do not collect personal information for any purpose other than to respond to you.
If you choose to provide us with personal information like filling out a Contact Us form
with an e-mail address or postal address, and submitting it to us through the website,
we use that information to respond to your message, and to help you get the
information you have requested.

Our website never collects information or creates individual profiles for
commercial marketing. While you must provide an email address for a localised
response to any incoming questions or comments to us, we recommend that
you do NOT include any other personal information.

If you are asked for any other Personal Information you will be informed how it
will be used. If at any time you believe the principles referred to in this privacy
statement have not been followed, or have any other comments on these
principles, please notify the concerned through the contact us page.

The use of the term "Personal Information" in this privacy statement refers to
any information from which your identity is apparent or can be reasonably
ascertained.

Copyright Policy

All the contents available on the BharatSkills.gov.in website is indigenously developed
by DGT & NIMI and there is no third-party content present on this website. If any third-
party content is present on the website then DGT has obtained the due permissions
as per the copyright policies of the third parties whose contents are published on this
website.

Contents of this website may not be reproduced partially or fully, without due
permission from the DGT. It's content, if referred to and/or forms a part of content of
another website, the content-source must be appropriately acknowledged. The
contents of this website cannot be used in any misleading or objectionable context.
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Disclaimer

All efforts have been made to make the information shown as accurate as possible.
The Directorate General of Employment & Training (DGET) or National Informatics
Centre (NIC) will not be responsible for any loss to any person caused by inaccuracy
in the information available on this website. Any discrepancy found may be brought to
the notice of DGET or NIC.

Content Contribution, Moderation & Approval (CMAP)
Policy

Content needs to be contributed by the multiple Groups/Divisions of REC Limited in a
consistent fashion to maintain uniformity and up-to-date information. In order that all
contents posted on the website are authentic, up-to-date and latest, officers/divisions
contributing the contents must check them thoroughly for authenticity and accuracy before
sending the content for update in the REC website.

The general content links of the website are given below. Before sending new/revised
contents for posting on the website, all officers/ divisions should adopt the procedure as
indicated in the table below relating to content contribution, moderation and approval. The
content on the portal goes through the entire life cycle process of:

Creation
Modification
Approval
Moderation
Publishing

Once the content is contributed it needs to be approved and moderated prior to being
published on the Website. All the content received is moderated and published by the web
information manager after due approvals.
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Content Archival Policy

The Guidelines for Indian Government Websites (GIGW) stipulate that expired contents
must not be presented or flashed on the website. Therefore, as per the content archival
policy adopted by this department, contents will be deleted from the site after its expiry
date. Important data will be shifted to the archives page. Therefore, the content contributors
should revalidate/modify the content periodically to ensure that expired data is not
present/flashed in the site. Wherever contents are no longer needed to be displayed,
suitable advice may be sent to the web information manager for their archival/deletion.

Content Review Policy

All possible efforts are taken to keep up-to-date URLs of the Websites/Portals of Indian
Government Ministries, Departments and Organisations on GOl Web Directory. This
Content Review Policy defines the roles and responsibilities of the GOl Web Directory
content review and the manner in which it needs to be carried out.
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Hyperlinking Policy
Links to external websites/portals

At many places in this website, you shall find links to other websites/portals. The links
have been placed for your convenience. DGT is not responsible for the contents and
reliability of the linked websites and does not necessarily endorse the views expressed
in them. Mere presence of the link or its listing on this Portal should not be assumed
as endorsement of any kind. We cannot guarantee that these links will work all the
time and we have no control over availability of linked pages.

Links to DGT-Website by other websites

We do not object to you linking directly to the information that is hosted on this site and
no prior permission is required for the same. However, we would like you to inform us
about any links provided to this Portal so that you can be informed of any changes or
updates therein. Also, we do not permit our pages to be loaded into frames on your
site. The pages belonging to this site must load into a newly opened browser window
of the User.

Webmaster
BharatSkills.gov.in -Website
Phone No: +91-11-25731103

E-mail: itcell[dot]dgt-msde[at]gov[dot]in

4|Page




[ Website Policies: https://bharatskills.gov.in ]

Terms & Condition

This official website of the Directorate General of Training (DGT) has been developed to
disseminate information to the general public. Though all efforts have been made to ensure
the accuracy and correctness of the content on this website, the same should not be construed
as a statement of law or used for any legal purposes.

The web contents are subject to change without any prior notice from the Directorate
General of Training (DGT) website.

In no event will Directorate General of Training (DGT) be liable for any expense, loss
or damage including, without limitation, indirect or consequential loss or damage, or any
expense, loss or damage whatsoever arising from use, or loss of use, of data, arising out
of or in connection with the use of this website. In case of any variation between what has
been produced on the website about Act, Rules, Regulations, Policy Statements etc., and
that contained in the relevant Act, Rules, Regulations, Policy Statements etc., with the
department the latter shall prevail.

Links to other websites that have been included on this website are provided for public
convenience only. Directorate General of Training (DGT) is not responsible for the
contents or reliability of linked websites and does not necessarily endorse the view
expressed within them. It is also not guaranteed that the availability of such linked pages
at all times.

Material featured on this website may be reproduced free of charge. However, the
material has to be reproduced accurately and not to be used in a derogatory manner or in
a misleading context. Wherever the material is being published or issued to others, the
source must be prominently acknowledged. However, the permission to reproduce this
material shall not extend to any material which is identified as being copyright of a third
party. Authorization to reproduce such material must be obtained from the
department/copyright holder concerned.

These terms and conditions shall be governed by and construed in accordance with
the Indian Laws. Any dispute arising under these terms and conditions shall be subject to
the exclusive jurisdiction of the courts of India.
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Website Monitoring Plan

We periodically monitor website to address and fix the quality and compatibility issues
of the website on the following parameters:

¢ Functionality: We test all modules of the website for their smooth functionality.

e Performance: We test important web pages for the download time.

¢ Broken Links: We meticulously review the website to rule out the presence of any
broken links or errors.

o Traffic Analysis- We regularly monitor traffic on the website.
¢ Feedback- We collect feedback from the users of the website about the website
and make necessary changes in the website if required.

Security Policy

“National Informatics Centre Services Inc.” website contains information which is freely
accessible, and may be viewed by any visitor. However, the website maintains a
copyright interest in the contents of all of its websites.

Except for authorised security investigations and data collection, no attempts will be
made to identify individual users. Accumulated data logs will be scheduled for regular
deletion. The Website Privacy Policy details our position regarding the use of personal
information provided by customers/visitors.

Unauthorised attempts to upload information or change information are strictly
prohibited, and may be punishable under the Information Technology Act, 2000.
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Contingency Management Plan

The presence of the website on the Internet and very importantly the site is fully functional
all the time. It is expected of the Government websites to deliver information and services
on a 24X7 basis. Hence, all efforts should be made to minimise the downtime of the website
as far as possible.

It is therefore necessary that a proper Contingency Plan be prepared to handle any
eventualities and restore the site in the shortest possible time. The possible contingencies
include.

Defacement of the website: All possible security measures must be taken for the website to
prevent any possible defacement/hacking by unscrupulous elements. However, if despite the
security measures in place, such an eventuality occurs, there must be a proper contingency plan,
which should immediately come into force. If it has been established beyond doubt that the website
has been defaced, the site must be immediately blocked. The contingency plan must clearly
indicate as to who is the person authorised to decide on the further course of action in such
eventualities. The complete contact details of this authorised person must be available at all times
with the web management team. Efforts should be made to restore the original site in the shortest
possible time. At the same time, regular security reviews and checks should be conducted in order
to plug any loopholes in the security.

Data Corruption: A proper mechanism has to be worked out by the concerned in consultation with
their web hosting service provider to ensure that appropriate and regular back-ups of the website
data are being taken. These enable a fast recovery and uninterrupted availability of the information
to the citizens in view of any data corruption.

Hardware/Software Crash: Though such an occurrence is rare, still in case the server on which
the website is being hosted crashes due to some unforeseen reason, the web hosting service
provider must have enough redundant infrastructure available to restore the website at the earliest.

Natural Disasters: There could be circumstances whereby due to some natural calamity, the
entire data centre where the website is being hosted gets destroyed or ceases to exist. A well-
planned contingency mechanism has to be in place for such eventualities whereby is should be
ensured that the Hosting Service Provider has a ‘Disaster Recovery Centre (DRC)’ set up at a
geographically remote location and the website is switched over to the DRC with minimum delay
and restored on the Net. Apart from the above, in the event of any National Crisis or unforeseen
calamity, Government websites are looked upon as a reliable and fast source of information to the
public. A well-defined contingency plan for all such eventualities must be in place so that the
emergency information/contact help-lines could be displayed on the website without any delay. For
this, the concerned person in the NICSI responsible for publishing such emergency information
must be identified and the complete contact details should be available at all times.
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